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Impact of digital transformation

Application

| | evolution
Applications .

are the new
business drivers.

Developers
are the new
customers.

Multicloud
IS the new

DC paradigm. Workload @

locations

» Management
and operations




Traditional
Mmanagement

“Building a monster
to manage the monster”




Infrastructure Operations Challenges we are
Addressing

Distributed Human Traditional
apps and IT Imitations Mmanagement
Physical and virtual sprawl, Scale, speed, complexity “Building a monster
loT, microservices that make modern data centers to manage the monster”

unmanageable



Strategy for next-generation
systems management

<
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Use the cloud

Connect everything

Analyze
the telemetry

Create actionable insight

Combine insight
WIth automation

Have machines
manage machines



Proactive systems management anywhere
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Predictive Support Automation Proactive Management Preemptive Recommendations Continuous Improvement
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Cisco Intersight: Connect and Use the Data

Deploy/install

\ Day 1 Benefits
‘ Configure

Optimize
resources

V Quicker deployment times

V Fewer tools

V L ower administration costs

Monitor and

Day 60+ ‘ operate centrally Day 2 V Lower configuration risk

Troubleshoot/fix & / Monitor and alert V Faster Problem Resolution

Maintain
system



technical stuft







Device Connectors




Intersight Assist

Manages connections to 3 party devices
Installed via Intersight Appliance OVA
° Persona |ﬂtel’8|g ht ASS|St “eises  Intersight Device Claim

Device Connector running inside assist P —
facilitates the secure channel to Intersight

Intersight communicates to the 3™ party API’s
through this device.

Claim Process
* Intersight Assist is first claimed in
Intersight.com

« 3rd party devices are then claimed on
Intersight.com through Assist

Claim a Mew Device

Direct Claim Claim Through Intersight Assist

A This iz a feature preview for testing and feedback purposes only. Please do not use this on production systems.

Ta claim your device, you must have the proper credentials for your device type

Minimum Deployment footprint (Tiny Deployment)
8 vCPU, 16GB RAM, 500GB Disk Space



Intersight Users/Groups,
Organizations, and Role-

Based Access Control
(RBAC)



Users, Groups, and Roles

Settings->Access & Permissions to
manage Users and Groups

- Users can be added using configured
|dentity Providers

« Cisco or SAML 2.0 with SaaS

- LDAP/AD or SAML 2.0 with Virtual
Appliance

- Groups can be added using the Group
Name provided by the |ldentity Provider
(groups.cisco.com for managing Cisco)

Users or Groups can be configured
with multiple Roles

Add User

Identity Provider *
Cisco

Email *

Haole *

Device Administrator

Role *

Device Administrator

Device Technician

DevNet-Role



Organizations

Settings->Access & Permissions-
>0rganizations

- Enables multi-tenancy by placing
devices into logical groups

- Only Account Admins can create Orgs
- Devices can be in multiple orgs
« All devices are in the default Org

- Devices in a Custom Org are also in the
default Org

- Organization column is in table views
(e.g., Servers, Policies, Profiles)

Create Organization
O Create an organization to manage access to your
L‘?} logical and physical resources.

General

Mame * Description

DevNet ©  Infra used in DevNet labs and events
Memberships

Custom All

© Select devices to create a Custom Organization. Profiles and Policies that are created within a Custom Organization are applicable only to
devices in the same Organization.

Q, Search 63 items found 50 ~ perpage 2 of2 g3

C240-FCH2023V33F Connected Standalone M4 Server 10.29.189.107 FCH2023V33F
C220-WZP22420B7P Unclaimed Standalone M5 Server 2001:420:282:2021:1 .. WZP22420B7P
cclucsd.cisco.com Connected UCS Director cclucsd.cisco.com 2cdd229§-2d83-4717-alcd-efd. ..

|Z| C220-WZP2204097Z Connected Standalone M5 Server 172.28.224.106 WZP2204097Z



Intersight |dentity Providers and SSO

- Intersight SaaS and the Virtual Appliance
support external Identity Providers (IdPs)

* |dPs supporting SAML 2.0 can be
configured in Intersight to authenticate
users
* Intersight supports use of [dP groups so that

individual users can authenticate through

their group permissions (does not require
per user config in Intersight)




Ensuring data Is

transmitted and stored
securely




Key features in Cisco Intersight
security architecture

Use of industry-standard Encryption of all data Compliance with
security protocols stringent Cisco® InfoSec
security and data
handling standards



Intersight Device/Browser Connectivity

Off Premises

. 1. Operations/
User Browser Traffic e

INTERSIGHT <
o
o= )
o™

< O
User Access e _
. Customer Premises

» Cisco.com used to create accounts
* Becomes the “root” user
* |Invite other Cisco.com or SSO
users

1. Account

Certificate Authority (CA) Signed Setup/Creation

Certificate HTTPS (port 443)

2. Device Claiming

3. Operations/
Administration

Fabric Interconnect Device

-

DNS required - must resolve TLS v1.2 (or higher)

SVC.UCS-connect.com Connector
. . HTTPS (port 443) or
* Intersight always provides CA OroXy
signed x509 certificate Certificate Authority (CA) Signed < C-series (IMC) Device Connector
« Two Factor Authentication for Certificate Outbound Initiated Only
device claim (from Device)

* Device Serial Number N y,

« Device Claim Code HX Device Connector

Device Traffic



Management Network Separation

- Intersight uses an Out of Band Management Architecture to
separate management data from IT production network and
application data

- No disruption to customer’s IT production if Intersight connection is
iINnterrupted

- Only management network accessible data (e.g., device configuration and usage) is
stored in Intersight

. All sensitive data (e.g., passwords) stored in encrypted format
- Application workload data does not pass through to Intersight



Intersight Standards Compliance/Certifications

- Intersight meets or exceeds InfoSec’s requirements applying to mﬂﬂ‘
numerous Industry Standards: |

. 1SO 270XX - Cisco is 1SO 27001 certified. Intersight is in the process
of getting an Intersight specific set of certifications*

- FIPS 140-2 - Intersight uses FIPS 140-2 compliant crypto modules.
Certifications are being planned*®

- Intersight’s out-of-band management architecture makes it out

of scope for some standards/audits:
- PCI DSS - Customer traffic (including cardholder data) does not flow through
the Cisco Intersight platform

- HIPAA - No individually identifiable health information (IIHI) on the network is
ever sent to the Cisco Intersight portal


https://www.cisco.com/c/en/us/about/approach-quality/iso-27001.html

Connected TAC and
Proactive Support



Cisco Intersight + TAC real-world example

>®> ?,ia

Case opened: Diagnostic data Diagnostic results Firmware upgrade
XXXXXX244 automatically collected automatically gathered identified to resolve known
Issue

_ . . Total: 28 minutes
2018-12-DD 01:25 q +12 Minutes q +16 Minutes o diaanose iS50




Cisco Intersight + Cisco TAC + Smart Call Home =
Proactive resolution

0>°>®>>

Issue detected on Case opened Diagnostic data Diagnostic results CSE contacts
device automatically with automatically automatically customer with
Smart Call Home collected gathered actionable
or manually by information

customer



Cisco Intersight Proactive Support

>>

Issue detected on Service Request E-mail from
device that can and RMA Ccisco-proactive-
be resolved by automatically rma@cisco.com

RMA generated with instructions
for user

https.//intersight.com/help/features#proactive_support_enabled_through_intersight



mailto:cisco-proactive-rma@cisco.com
https://intersight.com/help/features#proactive_support_enabled_through_intersight

Monitoring / Fault Reporting
/| Server Actions



W deatures have recently been added

Server Heallh Summary - HyperFlex Clusher Healh Summary X Fabric Interconnect Health Sumsarny " Server bweriory
o -] L -] /-'"'
) 1 17 2 3 1

rrrrr s an HEALTHY HEALTHY e Rt 3

( 23 ‘

16

Sarvei Werdhon Suitusaiy
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||I a4
2? | ! HyperFles Vers: mmary
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vIRSONS MO
- & EMs e
y o Eowd §
|( e MsEx
. 23 —
T * copmesn R fasks s o
(PR -] a
et 14 2

Customizable dashboard to show overall faults / health / inventory for all managed infrastructure
Can create unique dashboards for individual Intersight users

Can add / remove widgets as desired

Can click on various widgets for more detailed information



Jan 18,2018 £:38 AM UCS-FOTA3 Standalone Ser C240-WZP213. sys/rack-unit-1 PS_RDMDNT_MODE: Power Supply redundancy is lost: Reseat or replace Power Supply

1-10f1

« All device faults can be accessed from any Intersight page (image to the
right shows access from dashboard)

« Clicking on a particular fault provides additional fault details, remediation
steps if available

« Tabs available for All / Critical / Warning fault levels
« Fault tab shows UCS fault code, timestamp, and fault details




Cisco Intersight Server Overview

el
eisco Intersight

allo New features have recently been added! Learmn More
dlo
: Server y erf | S
Power Off
Details Properties Alarms
2 Power Cycle
Healthy @ Cisco UCSC-C220-M5L Front View y X All (0}

Shut Down 0OS

% Hard Reset
C220°'WZP21330G65

WZP21330G65 Reboot IMC

. f UCSC-C220-M51 Tum On Locator
E] Pow Locator LED Health Overlay (
Cizco Systems Inc Launch KVM
2 1 Lau C IN
72 1 Add/Edit Asset Tags
Demo-Profide_1 / t 33
¢ 36 ‘ 2
OK Add/Edit User Label
36 1BA 2
1520 A19EFDOF-C126-44AE-89B6-64DCT1EDGDAZ2
3.1(2d)
828 ) 3.1(2d)
Pending

« Server name, model, serial number, and other basic properties are displayed

» Health overlay for front/back/top views can be turned on/off as needed

« Alarms/Faults visible on right hand side

« Server Actions available as well — IMC cross launch, KVM, tunneled vKVM, power operations, tagging



Server Compatibility (HCL),

Advisories (CVEs), ano
Contract Status



dvisories (CVES

« Intersight displays devices impacted by Cisco Security Advisories
« Advisories available in the menu bar of the Ul =g

« CVE IDs and links for more information are provided\

General  Inventory  HCL Actions.

Details HCL Validation
HeL staws SR (D [ Server Hardware Compliance @ Validated
Gat Recommended Drivers Server Model HXAF220C-M4S

Intel(R) Xeon(R) CPU ES-2630 v4 @ 2.20GHz

ver Firmware Version 40(1b)C

7) [ Server Software Compliance | © Validated

VMware ESXi Details General
Version 6003
(® [ Adapter Compliance @ Valdated Severity Latdlue CPU Side-Channel Information Disclosure Vulnerabilities
Q Ssearch tems found . perpage o ) !
- Ztomatoind | 10 v porped o CVE CVE-2017-5715 .
Model Driver Protocol DEtalls'
Published Oct 8,2019 9:01 PM .
Cisco 126 Modular SAS Pz Validated Validated 13000012 To learn more about this security vulnerability, the affected products, and other details, see:
UCSC-MLOM-C40Q03 @ Validated Validated 4.3(1b) © enic 23014 Last Update Oct §, 2019 216 PM https:/ftocls.cisco.com/security/center/c =nt/CiscoSecur ory/cisco-sa-20180 echannel
1 of1
T Affected Devices (29)
29 items found 10 per page 1 of3 3] []

Model / Type Firmware [ Version

CC7UCS1-3-4 Server UCSE-B200-M4 3.1(1e)

CC7UCS1-1-5 Server UCSB-B200-M4 3.1(260)



Service Contract Status

« Dashboard Widget and Table View
column display current Contract

Status

« Categories: Active, Expiring Soon
(next 30 days), Not Covered

« Widget provides custom date range

for planning (1 or 5 year status
displayed)

Contract Status Widget Settings




Firmware Upgrades



Intersight - Firmware Upgrades

Upgrade Firmware Upgrade Firmware

& G, Search
Utility Storage
o b
E Power On Health Management I[P Madel etk S —
LHility storage includes FlexUtil cards for the MS servers.
(/] Unavailable UCSB-B200-M4 Flrrursr Vs rlon
3.1(2b)
Power Cycle )
(] Unavailable UCSBE-B200-M4 Remote 1P
Image Name ucs-cZ40m5-huu-3.1.2b.iso
Shut Down OS Release Date October 5, 2017
[ Unavailable UCSE-B200-M4
RarT s Chara * 437 MB
Hard RESEt R Supported Models UCSC-CZ40-M55, UCSC-C24D-
() Unavailable UCSB-B200-M4 MBL, UCSC-C240-MSSX, UCSC-
Reboot IMC E2AEMESH
Remote File Marme * Deseription Cizoco UCS Host Upgrade Utility
Turn On Locator (] Unavailable UCSBE-B200-M4 -
On clicking upgrade below, firmware download to FlaxUtil will begin
immediately. Installation will start on the first boot after the download has
Turn OFff Locatar G Unavailable UCSC-C220-M55K Firmwware will be installed and the device will be rebooted immediately. successiully completed. Installation can be initiated once the server
Firmware Status is "Ready for Upgrade” by performing a Host Reboot an
the server.
Upgrade Firmware - [ 172.22.249.75 LICSC-C220-M5SX el (D
D23-UCcs1-1-8 (] 10.29.131.185 UCSB-B200-M3

D23-UCS11-7 ° 10.29.131.185 UCe 5200 s « Firmware upgrades available via Network Share or
D23-UCS1-1 10.29.131.185 UCSC-C240-M5S Utlllty Storage

@ caowzpisioma . 1096131 124 eSe a0 « Network upgrades reboot host immediately and begin
upgrade

« Utility Storage upgrades are staged — firmware is
downloaded and then upgrades on next reboot




HXDP + Hypervisor Pre-Upgrade Validations

. m

Running Pre-Upgrade Validations

o= Compatibility Check

.'__/

& Checking Cluster Profiles

& Initiating Cluster Pre-upgrade validations

B scsiSSop-1GE Csnnot dosngrsds Hpperfas Duis Pstiors version fror 4 02534671 S 4 0{20)- 34606

‘Waiting for Cluster Pre-upgrade Validations to Complete
@  Verifying Configuration Results

© Retrieving Configuration Result Details

raTi ot ADIEMETI[ Wibwae 520 6 5.0 U7 (13004801)




ESXI Upgrades from Intersight

- Upgrade ESXi for Hyperflex clusters in Intersight

- Choose from the following options with or without HXDP upgrade
- Recommended ESXi versions to upgrade to the latest patch
- Specific ESXi versions

- Images to upgrade to are readily available in Intersight




Simple Worldwide Hyperklex Edge Upgrades

from Cisco Intersight

Choose one or many Edge clusters to
upgrade in parallel'™

It’s time for remote
remote upgrades!
No Problem!

HX-ROBO

Automated
evacuation of hosts
without requirement
for DRS (2 node
clusters)

One simple wizard! D

HX-ROBO

*Non-Disruptive online upgrades! SFO

HX-ROBO
Beijing
36



HyperFlex Installer



HyperFlex Intersight

©+Q

- Deploy from anywhere!

- No need for existing infrastructure
or OVA setup

. Latest version always available

- Reusable policy for rapid and
consistent deployment

- Simple ramp-up of large HX
projects with simultaneous
background deployment




Standalone Management
for UCS C-Series Servers



UCS Standalone Management Simplification
Cisco Intersight Core Features and Functionality

Familiar Capabilities from IMCS Cisco Intersight Enhanced Functionality

|

UCS Director
Infrastructure-as-a-Service and Orchestration
Third Party Infrastructure

Platform Hardware Inventory
Hardware Health Status

vKVM Launcher (Incl. vMedia)
Firmware Inventory + Management

Call-Home (Email Alerting)
Cisco Smart Call Home

Policy/Profile Based Framework
C-Series + HX Standalone Only

UCS Central

Global Resource Pooling
and Policy Management

UCS Manager

HyperFlex
Connect Policy-Based -
Hyperconverged Automation
Management

Unified Element
Management

IMC Supervisor

Policy Management and Remote
vKVM

e IMC \

Standalone
C-Series, S-Series

Cisco UCS:

Programmable Infrastructure



Service Profiles streamline policy alignment
and server configuration

'2',,;'&' Intersight Service Profiles

Qg Dashb

uip HyperFlex G

; Name
HyperFlex Clusters

Fabric Interc

Storage
[@ Service Profiles

@ Policies

Orchestration

er Profiles

Server Profiles

2222 A 214

Status

0K

Failed

Not Assigned

Not Assigned

Not Assigned

Not Assigned

Not Assigned

Not Assigned

Not Assigned

Not Assigned

Not Assigned

t Assigned

Server

C220-WZP21440EWM

C220-WZP2142100P

61 items found

Server Health

Critical

Critical

16 v

5
W

Create Server Profile
f page 1 of4 [2] [ i
Last Update ¥
10 minutes ago
Nov 8 201912:28AM  Edit
Nov 7,2019 1:46 FM Clone

Deploy

Nov2, 2019 8:36 PM

Oct 25,2019 12:20 PM

Oct 25,2019 12:13 AM

Oct 24,2019 6:02 PM

Oct 24,2019 6:02 PM

Oct 23,2019 1:15 PM

Sep 30,2019 9:30 AM

Sep 25,2019 9:26 PM

Sep 19,2019 8:43 AM

Unassign Server



Operating System Installation



Feature Overview

- Operating System Installation Support from Intersight SaaS

.- Standalone rack server OS install to local disk currently (for assisted w/ SCU)

- 3 Modes of Operation
- Cisco Validated Template
- Cisco created install script (Currently ESXi and Windows support)
- Upon execution/runtime user provides details
. Assisted (Server Configuration Utility) SCU

- ESXi and Windows only

- Upload SCU and OS Install Metadata (on-prem location that will house the media) to Intersight Software
Repository

- Customer can create custom parameters in their install scripts (kickstart/unattend file) that are prompted
during runtime

- Embedded
- Customer spins their own custom 1SO
No OS Limitations other than headless install capable and server OS support by hardware

ISO is expected to have everything that is needed (embedded kickstart or unattended install info)



Preview flow (Assisted Using SCU)

'é'.'s'ég' Intersight Software Repository

1) Browse to
Dashboards New features have recently been added! |.earn More SOftWa re Reposito ry

Servers Operating Systems Images Server Configuration dlilities

?2) Upload SCU

HyperFlex Clusters

A This is a feature preview for tesling and ieedhack purposes @

Fabric Interconnects 3) |ﬂpUt OS I\/Iedia

Service Profiles Q. Search meta-data (on-prem details,
CIFS, NFS, HTTP(s))

Policies
Devices

Software Repository




Preview flow (Embedded)

'é'.'s'ég' Intersight Software Repository

1) Browse to
Dashboards New features have recently been added! |.earn More SOftWa re Reposito ry

Servers Operating Systems Images Server Configuration dlilities

HyperFlex Clusters

A This is a feature preview for tesling and ieedhack purposes @

Fabric Interconnects 2) |ﬂpUt OS I\/Iedia

Service Profiles Q. Search meta-data (on-prem details,
CIFS, NFS, HTTP(s))

Policies
Devices

Software Repository




Initiating the OS Install from Server Actions

214303YM

P Off
Properties Alarms e

Power Cycle
A Wamning Cisco UCSC-C220-M5SX Front View 4

Shut Down 0S
;220-WZP214303YM 0000000000000 0000000000000000000000RRNRNRRRRRRRRRNRRNIRRNRNNNNRRNNNNRRNINRNINIS

D UCS-F12

Flex Flas Hard Reset

replace tl
10.29.141.106 Reboot IMC

WZP214303YM Power Locator LED Health Overlay @D UCS-F12¢ Tum On Locator

Flex Flas
UCSC-C220-M5S8X Upgrade Firmware

please c!
Cisco Systems Inc CPUs [ lnstal@pera!mg system [N

© UCS-FO08.
P2_PRES

Launch KVM

resealor ) aunch Cisco IMC
OSDemo-C220M5 0 TACC

J1870185-BA97-4124-B541-0A7C4BCBFFB82 et v
0K

Add/Edit Asset Tags

4 0(4c)
Add/Edit User Label

Failed




Intersight Orchestration and UCS Director



Intersight Orchestration

Native Intersight Orchestration features including

- Pure Storage Orchestration

- VMware vCenter Orchestration
. Additional 3™ party integrations as they become available

- Compute Orchestration when available



Intersight Worktlow Designer (all task view
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Intersight Storage Orchestrati

New VMFS Datastore > View 362 318 [v Q o3 Khaled Rawashdeh Q.

el Intersight Orchestration New features have recently been added! Loam

Dashboards Mew features have recently been added! Le i

A This is a feature preview for testing an JSON View

Chassis

HyperFlex C

Descrigtion New Storage Volume
Fabric Interco
NowSlorageVolume

Expagd a data:

Updite the sto
Reghove VMFS
Connect Volume 1o Storage Host

Rgmove storag Connectvoiume ToSworagetfost

Orchestration :

Move S10rag
ware Repository

reate a storacg
Devices

reate a new v Conmect Vokume 10 Storage Host Group

Connectvolume ToS1oragehostGroup
Cheate a new 5 °

Crefite a new 5

New VWFS Datastore

NewVMF SDatsstone




Hypertlex Usability & Mgmt
FNnhancements



Hyperklex Capacity
Forecasting and [rending



Storage Capacity Forecast and Trending

- Predict the storage capacity runway up to a year in advance
- Periodic reminders as you get closer to maximum capacity
- Insights on the last 6 months historical trends

- Forecast available 2 weeks after cluster installation

- Functionality available under Intersight Essentials license

'::I,';élc',' Intersight HyperFlex Clusters > ucs856_cl

& g 34days @
e Storage capacity has exceeded th mended capacity 1038 ¥B
limit of 76%.
& Learn more about cluster performance degradation at Help T T2 S PRS0 11
623 —RERLE-————— I e
E’:‘ torage Capacity (TB) 8.3 WUUWUUUL peaan
torage Utilization 53.6% 415
orage Utilization Trend 151% X
2.08
rage Of 83.6%

SSSSSSS

III Plot 76% Utilization (6.31TB) \II Plot 100% Utilization (8.30TB)




Storage Capacity Forecast and Trending

- (et capacity runway insights across multiple clusters
- Available under Intersight Essentials license tier

- Historical utilization trends across multiple clusters

- Alarms(critical and warning) to notify users

'::I.'g'él‘-_'.' Intersight HyperFlex Clusters

=
=]

!! ‘.:

&

@
s e
T o
o =
[
= 8
5w
-1
R ]

o)
==
[& b
()] Name Health
30 Healthy HyperFlex Hybrid 4.0(1a) 5.1 — 61.7% _‘I 0 1
30 B Critical HyperFlex All Flash 4.0(2a) 6.4 1.7% L 0% Unknown 4
| Critical HyperFlex All Flash 4.0(1b) 8.3 — 53.3% B i £ 151% 34 days [x] 4



Hyperrlex Proactive Health
Monitoring



Proactive Health Monitoring

- Help customers troubleshoot common issues quickly

- HX proactively monitors for the following failure scenarios
- NTP server connectivity
- DNS server connectivity
- vCenter connectivity
- Controller VM
- Memory usage
- Space usage

- Alarms raised in HX Connect and Intersight



Proactive Health Monitoring

Severity

Warning

Warning

Warning

Warning

Warning

Warning

Source

Type:HDD-
SN:6000c294461a668335e577913a4c6e7d-
Slot:0.0.7-
Host:SpringpathController11Q5U57I3T

10.198.47.248

10.198.47.248

10.198.47.252

10.198.47.252

10.198.47.250

Description

Disk health has deteriorated. SSD with UUID:
6000c294461a6683:35e577913a4c6e7d and
S/N: 6000c294461a668335e577913a4c6e7d
on host SpringpathController11Q5U5713T
(10.198.47.250) has 0% remaining life. SSD
must be replaced. Disk Information - Serial
Number:
6000c294461a668335e577913a4c6e7d
Model Number: Virtual_disk Disk Type: HDD
Slot Number: 0.0.7 Host Uuid: 564DDFAF-
8DA5-9D9E-4748-69F1B3700734 Host:
SpringpathController11Q5U5713T

One or more components reset on HX
Controller VM 10.198.47.248 due to memory
pressure

HX controller VM 10.198.47.248 low on free

memory

Not enough free capacity on one or more
partitions of HX controller VM 10.198.47.252

One or more NTP servers configured on HX
controller VM 10.198.47.252 not responding

One or more DNS servers configured on HX
controller VM 10.198.47.250 not responding

Time v Acknowledged

11/17/2019
1:00:11 AM

11/14/2019
11:22:53
PM

11/14/2019
11:22:11
PM

11/14/2019
11:20:11
PM

11/14/2019
11:18:27
PM

11/14/2019
11:16:17
PM

Acknowledged
By




Proactive Health Monitoring

HyperFlex Cluster Details Alarme

ucs1276-4node-paul Y Filter

Alarms HXA-NOD-DOOS (ucs1276-4node-paul)

18, 2019 12:54 AM
) Triggered when one or more configured NTP
Details servers on controller VM cannot be reached.

Storage Capacity (TB) 4.8 HXA-NOD-0009 (ucs1276-4node-paul)
Nov 18, 2019 12:55 AM
Storage Utilization (%) 2.2 Triggered when one or more configured DMNS
servers on controller ¥M cannot be reached.
4.0(2a)
HXA-NOD-0007 (ucs1276-4node-paul)
All Flash Nov 18, 2019 12:56 AM
Triggered when one or more partitions of
controller VM runs out of free capacity.
Server Nodes
HXA-NOD-0011 (ucs1276-4node-paul)
Converged Node Count Nov 18. 2019 12:57 AM
Triggered when one or more components on

Compute Node Count controller VM exceeds the configured memory
thresholds

HXA-NOD-0006 (ucs1276-4node-paul)
Nov 18, 2019 12:58 AM

Triggered when controller VM runs low on free
memory.

HXA-DSK-0005 (ucs1276-4node-paul)
Mov 18 01:06 AR

Triggered when a disk deteriorates in a cluster.

HXA-DSK-0006 (ucs1276-4node-paul)
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Intersight Cloud Based Management for Hyperklex
Application Platform

Intersight Full Stack Management
Server firmware and fabric management Lifecycle management - install, upgrade

Infra, VMs and Containers
Intersight Workload Optimizer

Application platform cluster management:

install, upgrade, expand * Dynamic Workload Optimization
e  Prem and Cloud
Kubernetes node virtual machine « VMs and Containers
management: create, start, stop,
move, delete

l Kubernetes cluster management l

1

Kubernetes tenant cluster 1 :' Kubernetes tenant cluster 2 :

L : Master Worker Worker Worker :
- Hl node VM ] node VM | node VM ]| node vM JH
\ ]

N o o o e e V4

—>| Cisco HyperFlex Application Platform
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Expanded Intersight capabilities with
Intersight Workload Optimizer

Single Interface / Single API

Intersight Workload Optimizer _
(Application Resource Management) | AppDynamics
(Application Performance Mgt)

Integration with AppD for
even deeper app insights

Build Slide



Intersight Workload Optimizer

‘él.'s'élé' Intersight Workload Optimization

HYBRID

P
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g ]

Business Application

l Jan 13, 06:00 PM After Actions
Fabric Inte: cts X +
9
b Application Server Pending H Pending Actions H
Actions

¢ 471; Scale up VMem for Virtual Machine clo...200 from 16 ... R TENTa50 PERERsANE

20
3 Applicati Stop Actions Delete Wasted file ' msif s
Common Tooling i s Westd e ast ot rom St
]
a nd voca b u Ia ry {10 ) —— (lae0 54‘ Delete Wasted file 'sdk...swp' from Storage 'FN..TOP't... SN

Scaling Actions

Database Server Virtual Machine

Delete Wasted file 'sdk...bin' from Storage 'pure...age’ ...

1 979@ EFFICIENCY
' 4 3 ) ) Delete Actions
A" J Delete Wasted file 'SQLE...exe' from Storage'...
Overview X i
Virtual Data Center Show all 2035 Actions » Show all 2035 Actions »

|

37

47 12

Top Clusters, By Headroom

10 Module
l Sort by = CPUHEADROOM +

Storage

|

43

4D Name Virtual Mach... Headroom Time To Exhaustion Actions

5

Disk Array Chassis Fabric Intercons

ect ccl 99 CPU 33% More than 1 year
l Memory 30% More than 1 year
Storage | 55% More than 1 year

| 169

252 CPU

More than 1 year
More than 1 year

Data Center Network
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